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Request for details about all digital systems and software platforms used across 
departments within your council, including any cases where multiple systems are used to 
perform similar or overlapping functions. 
 
Please note that, in line with advice from the National Cyber Security Centre, we do not 
provide information relating to hardware, software and systems and therefore, unfortunately, 
it is not possible to provide you with the information you have requested. 
 
By placing information about our systems into the public domain we would potentially be 
putting our IT framework at risk. This would prejudice substantially the Council’s ability to 
effectively carry out its business if its IT framework were compromised as a consequence of 
the disclosure of this information. 
 
Full List of Systems Used by Department or Service or Function (hereinafter Department). 
 
Please provide a comprehensive list of all software systems, platforms, or tools currently in 
use across the council, broken down by department (e.g. Roads, Education, Licensing, HR, 
Planning, Finance, Housing, etc.). 
For each system, please include: 
• Name of system/software 
• Department(s) or team(s) using it 
• Primary function(s) or purpose of the system 
• Vendor/provider 
• Year first adopted 
• Whether the system is hosted on-premises or cloud-based 
• Whether this system is currently used exclusively by one department, or also used by other 
departments 
 
In line with advice from the National Cyber Security Centre, we do not provide information 
relating to hardware, software and systems and therefore, unfortunately, it is not possible to 
provide you with the information you have requested. 
 
Use of Artificial Intelligence (AI) 
Please provide details of any software systems, platforms, or tools used by the council which 
include AI functionality or are explicitly designed to use AI. 
For each AI-based or AI-enabled system, please specify: 
• Name of the AI system/platform 
• Department(s) using it 
• Purpose of the AI (e.g. predictive analytics, case triage, chatbot, fraud detection, 
scheduling, etc.) 
• Whether the system is standalone or part of a wider software product 
• Whether the system is experimental/pilot or live 
• Year first implemented or piloted 
 
In line with advice from the National Cyber Security Centre, we do not provide information 
relating to hardware, software and systems and therefore, unfortunately, it is not possible to 
provide you with the information you have requested. 
 
Procurement Method 
For each system listed above, please indicate: 
• Procurement method (e.g. direct award, public tender, national framework such as 
Scotland Excel or Crown Commercial Service) 
 



This depends on the system but frameworks, tenders, direct awards and competitive 
dialogue are all procurement methods the Council has used. 
 
• Whether the system was procured individually by the department or centrally by the council  
 
This depends on the system and Supplier, many are delivered by CGI via our outsourced 
ICT contract 
 
Training 
For each system, please confirm: 
• Whether training is provided internally, externally, or both 
• If external training is used: 
o Name of the external training provider 
o Value of the training contract (most recent or current) 
o Duration of the current or most recent contract 
 
Details of contracts awarded by CEC can be found at; 
Contract register – The City of Edinburgh Council 
 
Audit 
For each system, please confirm: 
• Whether the system is subject to internal audit, external audit, both, or neither 
 
Internal audits are performed on a risk based approach so not all systems are subject to 
audit. All internal audit plans are approved by the Governance, Risk and Best Value 
Committee annually in March and papers are available on the Council’s website. 
 
External Audit annually review systems which involve key financial controls and report their 
findings in September annually - papers are available on the Council’s website.  
 
• Name(s) of any external audit providers currently used or used in the past 5 years 
 
Azets and Audit Scotland 
 
Review or Rationalisation Efforts 
• Has the council carried out any internal review, audit, or assessment within the past 5 
years to: 
o Identify duplication or overlap in system use between departments? 
 
Yes 
 
o Explore opportunities to consolidate or streamline systems? 
 
Yes 
 
• If yes, please provide any reports, summary findings, or documentation related to these 
reviews. 
 
In line with advice from the National Cyber Security Centre, we do not provide information 
relating to hardware, software and systems and therefore, unfortunately, it is not possible to 
provide you with the information you have requested. 
 
Shared Systems 
• Is the council currently sharing any software systems or digital infrastructure with other 

https://www.edinburgh.gov.uk/contractregister
https://democracy.edinburgh.gov.uk/ieListMeetings.aspx?CId=138&Year=0
https://democracy.edinburgh.gov.uk/ieListMeetings.aspx?CId=138&Year=0


local authorities or public sector organisations? 
o If so, please identify the shared systems and partner bodies. 
 
In line with advice from the National Cyber Security Centre, we do not provide information 
relating to hardware, software and systems and therefore, unfortunately, it is not possible to 
provide you with the information you have requested. 
 
 
 


